УТВЕРЖДЕНО  
приказом Росжелдора  
от \_\_\_\_\_\_\_\_\_\_\_\_\_ № \_\_\_

**Правила  
осуществления внутреннего контроля соответствия обработки персональных данных требованиям к защите персональных данных  
в Федеральном агентстве железнодорожного транспорта**

1. Настоящие правила определяют основания и порядок проведения внутреннего контроля соответствия обработки персональных данных требованиям к защите персональных данных, установленным действующим законодательством (далее – внутренний контроль соответствия обработки персональных данных требованиям к защите персональных данных).
2. Внутренний контроль соответствия обработки персональных данных требованиям защиты персональных данных в Федеральном агентстве железнодорожного транспорта (Росжелдор) осуществляется в форме проверок условий обработки персональных данных.
3. Проверки осуществляются администратором информационной безопасности Росжелдора, которой назначается приказом руководителя Росжелдора.
4. В проведении проверки в Росжелдоре не может участвовать должностное лицо, прямо или косвенно заинтересованное в ее результатах.
5. Основанием для проведения внеплановой проверки является информация о нарушениях требований по обработке персональных данных, поступившая в Росжелдор от правоохранительных органов, иных государственных органов, органов местного самоуправления и их должностных лиц, граждан Российской Федерации, иностранных граждан и лиц без гражданства.
6. Проведение проверки организуется лицом, ответственным за защиту персональных данных, в течение трех рабочих дней с момента поступления в Росжелдор соответствующей информации.
7. При проведении проверок должны быть полностью, объективно и всесторонне установлены:

* порядок и условия применения организационных и технических мер по обеспечению безопасности персональных данных при их обработке, необходимых для выполнения требований к защите персональных данных, исполнение которых обеспечивает установленные уровни защищенности персональных данных;
* порядок и условия применения средств защиты информации;
* эффективность принимаемых мер по обеспечению безопасности персональных данных;
* состояние учета машинных носителей персональных данных;
* соблюдение правил доступа к персональным данным;
* наличие (отсутствие) фактов несанкционированного доступа к персональным данным и принятие необходимых мер;
* мероприятия по восстановлению персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;
* осуществление мероприятий по обеспечению целостности персональных данных.

1. Администратор информационной безопасности имеет право:

* получать от проверяемого структурного подразделения Росжелдора необходимые для осуществления проверки документы, дополнительную письменную и устную информацию о соблюдении законодательства о персональных данных;
* принимать меры по приостановлению или прекращению обработки персональных данных, осуществляемой с нарушением требований законодательства Российской Федерации;
* вносить предложения о совершенствовании правового, технического и организационного регулирования обеспечения безопасности персональных данных при их обработке;
* вносить предложения о привлечении к ответственности лиц, виновных в нарушении законодательства Российской Федерации в отношении обработки персональных данных.

1. Срок проведения проверки не должен превышать 20 календарных дней со дня начала проверки.

Срок проверки может быть продлен лицом, принявшим решение о ее проведении, на основании обращения администратора информационной безопасности, но не более чем на 10 дней.

1. По результатам проведения проверки оформляется справка с изложением результатов проверки, выводами, предложениями и мерами, необходимыми для устранения выявленных нарушений. Справка подписывается администратором информационной безопасности и направляется руководителю Росжелдора.